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                                                          VOL II, PART 3 
 
 
                              APPENDIX A-28 
 
    CONTROLLED INVENTORY ITEM CODES (PHYSICAL SECURITY/ARMS, AMMUNITION 
               AND EXPLOSIVES SECURITY RISK/PILFERAGE CODES) 
 
1.  Number of characters:  One. 
 
2.  Type of code:  Alphabetic or Numeric. 
 
3.  Explanation:  CIIC represents three categories of codes used to 
identify an items security classification and/or security risk or pil-
ferage controls for storage and transportation of DoD assets.  These 
codes (DRN 2863) identify the extent and type of special handling re-
quired due to the classified nature or special characteristics of the 
item.  The codes for each of the three categories are listed below.  
Codes formerly identified as Physical Security and Arms, Ammunition, and 
Explosives Security Risk Codes are shown with their revised names, with 
former names in parenthesis for reference purposes.  All reports gener-
ated and files accessed by SAMMS, which identify these codes by their 
former names, will remain unchanged at this time. 
 
4.  Source:  DoD 4100.39-M, Volume 10, Table 61. 
 
5.  The following codes are assigned: 
 
  a.  CLASSIFIED ITEMS CODE (Physical Security Code):  A code indicating 
the material requires protection in the interest of national security. 
 
CODE        DEFINITION 
 
A          *Confidential - Formerly Restricted Data. 
B          *Confidential - Restricted Data. 
C          *Confidential. 
D          *Confidential - Cryptologic. 
E          *Secret - Cryptologic. 
F          *Top Secret - Cryptologic. 
G          *Secret - Formerly Restricted Data. 
H          *Secret - Restricted Data. 
K          *Top Secret - Formerly Restricted Data. 
L          *Top Secret - Restricted Data. 
O          *Item may be security classified - refer to Phrase Code R  
              (Navy use only). 
S          *Secret. 
T          *Top Secret. 
U           Unclassified. 
7          *Item assigned a Demilitarization Code other than A, B, or Q 
            for which another CIIC is inappropriate.  The loss, theft,  
            unlawful disposition, and/or recovery of an item in this  
            category will be investigated in accordance with DoD  
            4000.25-2-M and DoD 7200.10-M. 
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CODE        DEFINITION 
 
9          *This code identifies an item as a Controlled Cryptographic 
            Item (CCI).  CCI is described as secure telecommunications 
            or information handling equipment, associated cryptographic  
            component, or other hardware item which performs a critical  
            COMSEC function.  Items so designated are unclassified but  
            controlled, and will bear the designation CONTROLLED CRYPTO- 
            GRAPHIC ITEM or CCI. 
 
  b.  PILFERAGE CODE:  A code indicating material which is especially 
subject to theft. 
 
CODE        DEFINITION 
 
J           Pilferage - Pilferage controls may be designated by the 
            coding activity to items coded U by recording the item as J. 
 
Pilferage items may be further categorized by use of the following 
codes: 
 
I           Aircraft engine equipment and parts. 
M           Handtools and shop equipment. 
N           Fire Arms. 
P           Ammunition and explosives. 
V           Individual clothing and equipment. 
W           Office machines. 
X           Photographic equipment and supplies. 
Y           Communication/electronic equipment and parts. 
Z           Vehicular equipment and parts. 
 
  c.  SENSITIVE ITEMS CODE (Arms, Ammunition, and Explosives Security 
Risk Code):  A code indicating the material requires a high degree of 
protection to prevent loss or theft. 
 
CODE        DEFINITION 
 
1          *HIGHEST SENSITIVITY (Category I)--Nonnuclear missiles and 
            rockets in a ready to fire configuration and explosive 
            rounds for nonnuclear missiles and rockets.  This category  
            also applies in situations where the launcher (tube) and the  
            explosive rounds, though not in a ready to fire configura- 
            tion, are jointly stored or transported. 
 
2          *HIGH SENSITIVITY (Category II)--Arms, Ammunition and Ex- 
            plosives. 
 
3          *MODERATE SENSITIVITY (Category  III)--Arms, Ammunition and 
            Explosives. 
 
4          *LOW SENSITIVITY (Category IV)--Arms, Ammunition and Ex- 
            plosives. 
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CODE        DEFINITION 
 
5          *HIGHEST SENSITIVITY (Category I)--Arms, Ammunition and Ex- 
            plosives with a physical security classification of Secret. 
 
6          *HIGHEST SENSITIVITY  (Category I)--Arms, Ammunition and Ex- 
            plosives with a physical security classification of Confi- 
            dential. 
 
8          *HIGHEST SENSITIVITY  (Category II)--Arms, Ammunition and  
            Explosives with a physical security classification of Con- 
            fidential. 
 
Q           A drug or other controlled  substance designated as a Sched- 
            ule III, IV, and V item, in accordance with the the Con- 
            trolled Substance Act of 1970.  Other sensitive items  
            requiring limited access storage. 
 
R           Precious metals, a drug, or other controlled substances 
            designated as a Schedule I or II item, in accordance with  
            the controlled Substance Act of 1970.  Other selected  
            sensitive items requiring storage in a vault or safe. 
 
$           This code identifies Nuclear Weapons Use Control (UC) Ground 
            Equipment which is CLLC unclassified but may require special  
            controls.  Use Control Ground Equipment is described as  
            recorders, verifiers, adapters, power supplies, cables  
            programmers, monitors, controllers’ code processors, power  
            converters computers, and data modules which perform a  
            Nuclear Weapon Use Control Function. 
 
*Not authorized for use by DLA. 


